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Description de l’application et de l’entreprise

L’application mSecure est une application de type password manager qui permet la sécurisation et l’organisation des informations personnelles. Cette application utilise un protocole d’encryptage ultra sure (256bit blowfish) pour protéger les informations personnelles de l’utilisateur comme les nombre de compte, noms d’utilisateur et mots de passe. Elle offre aussi beaucoup des autres options : l’option de auto-lock qui empêche des personnes indiscrètes de voir les informations personnelles de l’utilisateur, un générateur de mots de passe pour générer des mots de passe pas devinables, architecture sync partout cloud data pour qui dépend pas de la sécurité du cloud et l’option de se détruire si un hacker essai de casser les mots de passe. Il offre aussi l’option d’accéder aux sites internet et de s’enregistrer avec son nom d’utilisateur et son nom de passe avec un seul click à l’aide d’un assistant pour l’enregistrement. On a aussi la possibilité de grouper ses informations personnelles dans des différentes catégories (business, personnel ou autre).

L’application mSecure est produite par l’entreprise mSevenSoftware, entreprise qui a été créé en 2008 par Ray Marshall. Son siège est en Portland, Oregon, Etats Unis. Monsieur Ray Marshall a plus de 10 années d’expérience en ce qui concerne le développement des applications mobiles pour des différentes plateformes : Palm, Windows Mobile, Symbian, Blackberry et, plus récent, iOS et Android. mSecure est disponible pour tous les systèmes d’exploitation importantes (iOS, MacOS, Windows et Android). A part de l’application mSecure, l’entreprise produit aussi les application mGifts qui permet d’enregistrer et d’organiser ses oportunites pour offrir des cadeaux et de gestioner combien d’argent on depense pour chaque cadeau et l’application mBackup (application desktop) qui permet d’importer, exporter et restaurer des donnes vers mSecure pour iPhone/iPad et Android via une connexion WiFi privée. L’application mBackup est gratuite pour tous les utilisateurs de mSecure pour iPhone/iPad et Android. L’application mGifts est seulement disponible pour iPhone, iPad et iPod touch.

La description de l’interface

L’interface graphique de l’application mSecure est orientée vers l’utilisateur. Elle contienne 19 modelés pour l’entrée rapide des données avec l’option de créer et enregistrer des autres modelés (l’utilisateur dispose d’un nombre infini de champs pour introduire les données) et plus de 270 icônes pour personnaliser ses entrées. Elle a aussi une option intègre de recherche dans la base de données enregistres et la possibilité d’organiser les donnes par nom, type ou date d’entrée. On a aussi la possibilité d’organiser les donnes dans des groups, de marquer une entrée comme favorite et de partager des entrées via email, SMS ou clipboard. Il y aussi la possibilité de personnaliser le design de l’application avec des différents fonts et thèmes.

Dans l’interface on trouve des différents champs pour introduire les noms d’utilisateur, les mots de passe, des indices pour aider l’utilisateur se rappeler du mot de passe. L’application n’est pas seulement pour enregistres des données concernant les sites internet, mais il existe aussi l’option de stocker les informations de la carte de crédit.

Du point de vue de l’interface l’application reçoit des bons commentaires de part de l’utilisateur et a des bonnes notes sur le PlayStore (4.6), iTunes (4.9) et WindowsStore (4.4). Les utilisateurs décrivent l’interface facile à comprendre et à utiliser, intuitive et sympathique.

Les éléments matériels obligatoires

L’application mSecure est compatible avec la grande majorité des systèmes d’exploitation et a des éléments matériels obligatoires minimaux. Etant une application qui fait seulement la gestion des noms d’utilisateurs et des mots de passe, il a pas besoin d’un processeur super rapide ou de la dernière version de carte vidéo disponible. Pour iPhone/iPad/iPod Touch on a besoin au moins de la version 4.3 de iOS. Pour Mac on a besoin d’un des versions de MacOS suivantes : 10.5 (Leopard), 10.6 (Snow Leopard), 10.7 (Lion), 10.8 (Mountain Lion) ou 10.9 (Mavericks). Pour rouler l’application sur Windows on a besoin de Windows XP SP3 (32bit seulement), Windows Vista (32bit et 64bit), Windows 7 (32 bit et 64bit), Windows 8 Desktop (32bit et 64bit). Pour Android on a besoin au moins de la version 2.2 du système d’exploitation. Pour les dispositifs qui utilisent Windows 8 Touch on a besoin de Windows 8 Tiled UI/Touch (RT, 32bit et 64 bit).

Du point de vue hardware, l’application a besoin d’un connexion WiFi sécurise pour pouvoir faire la synchronisation et le transfert de données d’une machine à l’autre.

Propre approche pour l’implémentation d’une application similaire

Dans mon point de vue, l’application mSecure est une solution utile et facile à utiliser à un problème réel d’aujourd’hui. Le vol des détails personnels est une réalité du quotidien et la sécurité des données est très importante, pas seulement pour les grandes entreprises, mais pour tout le monde.

Ma propre approche sera similaire à celle déjà implémenté par l’entreprise mSevenSoftware. J’ajoutais l’option de transférer des données via bluetooth, pas seulement WiFi. En plus, la possibilité de choisir le protocole de cryptage utilise pour sécuriser les mots de passe sera utile, parce que, en alternat les protocoles utilises, il fait le travail d’un potentiel malfaiteur qui veut casser des mots de passe plus difficile. La possibilité de localiser le dispositif par GPS sera un autre changement que j’implémenterais pour pouvoir utiliser l’application sur un autre dispositif pour localiser celui qui a été vole ou perdu. Donc mon application va être compatible seulement avec des dispositifs qui ont déjà implémenté un système GPS. Un autre changement qui je voudrais implémenter est la possibilité d’activer l’option de auto détruire ou blocage pour un seul dispositif, pas pour tous les dispositifs qui ont cette application. (Ex : si je perds mon téléphone, je vais chez mon et, utilisant la version desktop de l’application, je fais activer l’option de se auto détruire seulement pour mon téléphone, pas pour mon ordinateur aussi).

Conclusion

En conclusion, l’application mSecure est une application qui n’a pas besoin de beaucoup d’améliorations. Les deux choses qui j’implémenterais sont la connexion bluetooth et le GPS et ça rendra ma nouvelle application incompatible avec des dispositifs qui on pas de bluetooth/GPS. Les autres changements que j’implémenterais (plusieurs protocoles de cryptage, possibilité d’activer l’option de block pour un seul dispositif) sont des changements au niveau de codage qui vont être compatibles avec tous les dispositifs.